Politigue de protection des données personnelles de Staubli — Dispositif d’alertes

La politique de protection des données personnelles de Staubli — Dispositif d’alertes fournit des
informations sur la maniére dont STAUBLI collecte, conserve et traite les données personnelles lorsqu’une
personne soumet un signalement dans le systéeme de gestion des alertes disponible sur le site web :

SpeakUp.

1 Quiestresponsable du traitement des données personnelles ?

Le responsable du traitement des données personnelles (« Staubli ») chargé du traitement des données
personnelles dans le cadre d’une alerte professionnelle est Staubli International AG et ses affiliés, selon le lieu
ou l'acte répréhensible présumé s'est produit et le canal de signalement sélectionné pour effectuer un
signalement. Les canaux existants sont les suivantes :

Staubli Group (STAUBLI International AG - for all other Staubli entities)
Staubli Faverges SAS

Staubli Corporation USA

Staubli Tec-Systems GmbH

Staubli Hangzhou

2 Quelles données personnelles collectons-nous ?

Staubli collectera, conservera et traitera les données personnelles obtenues directement via le dispositif
d’alerte et/ou indirectement pendant la phase d’enquéte. Les données personnelles que nous pouvons traiter
peuvent étre de différents types, notamment :

- Données d’identification : telles que votre nom (si vous choisissez de divulguer votre identité), votre
localisation, vos coordonnées (adresse e-mail, numéro de téléphone), ainsi que les données
concernant des tiers si pertinentes a l'alerte.

- Données professionnelles : telles que le contenu des emails, le poste, le titre, le niveau d’emploi,
la date d’embauche et le parcours professionnel.

- Données économiques et financiéres : comme la participation majoritaire dans une entreprise.

- Facteurs relationnels : telles que les relations personnelles, dans le but de déclarer des conflits
d’intéréts.

Le lanceur d’alerte ne peut fournir des données personnelles sensibles (telles que des condamnations
pénales, des questions de santé, des opinions politiques, des orientations sexuelles) que si elles sont
directement liées a I'acte répréhensible présumé.

3 Pourquoi et sur quelle base traite-t-on les données personnelles ?

Staubli traite les données personnelles via son dispositif d’alerte:

- pour garantir le respect des lois et réglementations applicables sur les alertes professionnelles et
assurer la protection des parties prenantes contre le risque de représailles,

- pour permettre aux individus de signaler toute suspicion ou risque d’acte répréhensible et garantir un
suivi approprié,

- afin d’évaluer les faits et circonstances rapportés et de mener des enquétes lorsque cela est
nécessaire, pour détecter et traiter les manquements graves susceptibles de violer les lois
applicables, le Code de conduite du groupe Staubli ou d’autres politiques internes.

La base Iégale du traitement est soit :


https://staubli.speakup.report/en-GB/SpeakUpatStaubli/home

- le respect des obligations |égales. Dans certains pays, Staubli est tenue de mettre en place un
dispositif d’alerte professionnelle permettant aux individus de signaler des comportements
préoccupants ou illicites, conformément a la Politique de gestion des alertes.

- la poursuite des intéréts légitimes de Staubli. Le dispositif d’alerte facilite également le
signalement de mangquements graves susceptibles de violer les lois applicables, le Code de conduite
du Groupe Staubli ou d’autres politiques internes

4 Combien de temps les données personnelles seront-elles conservées ?

Les données personnelles collectées et traitées dans le cadre d’'un signalement ne seront conservées que
pendant la durée nécessaire au traitement de I'enquéte.

Si aucune mesure n’est prise a la suite d’'un signalement entrant dans le champ du dispositif, les données
concernées seront conservées pendant une période de 6 ans a compter de la cléture du processus de
vérification.

Lorsque des procédures disciplinaires ou judiciaires sont engagées a I'encontre de la personne mise en
cause ou de l'auteur d’un signalement malveillant, les données personnelles liées au signalement seront
conservées jusqu’a la conclusion des procédures ou I'expiration du délai de recours.

Les données personnelles peuvent étre conservées pour une durée plus longue en archivage intermédiaire
si le responsable du traitement y est Iégalement tenu ou pour préserver des preuves en cas de contentieux,
dans la limite des délais de prescription ou de forclusion applicables.

5 Avec qui partageons-nous des données personnelles ?

Les destinataires des données personnelles seront les équipes internes chargées de la réception des
signalements et/ou de la conduite des enquétes. Les données personnelles peuvent également étre
partagées avec des conseils externes.

En outre, les données personnelles peuvent étre transmises aux autorités compétentes, a leur demande, ou
pour se conformer & d’autres obligations légales auxquelles STAUBLI peut étre soumise.

Le systéme de gestion de notre systéme de dénonciation est hébergé au sein de I'Union européenne.

6 Vos droits

Conformément a la législation applicable en matiére de protection des données, vous disposez du droit
d’accéder a vos données personnelles, de les corriger ou de les mettre a jour. Dans certains cas, vous avez
le droit de demander I'effacement de vos données personnelles ou la limitation de leur utilisation.

Afin que nous puissions traiter votre demande, vous devez fournir les éléments nécessaires a votre
identification et préciser I'objet de votre demande a I'adresse suivante : data.privacy@staubli.com.

Vous avez également le droit d’introduire une réclamation auprés de l'autorité de contréle compétente en
matiére de protection des données.

7 Sécurité et Confidentialité

Staubli s’engage a protéger vos données personnelles et a en préserver la qualité, l'intégrité et la
confidentialité. Staubli limite donc I'accés a vos données personnelles aux seuls employés (ou conseils
externes) qui doivent les consulter dans le cadre de leurs fonctions. Ces employés sont soumis a des
accords de confidentialité et sont sensibilisés aux risques et obligations liés au traitement des données
personnelles.

Staubli a également mis en place des mesures de protection physiques, électroniques et administratives afin
de protéger vos données personnelles.


mailto:data.privacy@staubli.com

8 Cookies

Lors de l'utilisation du web SpeakUp®, les cookies de session sont utilisés pour assurer une communication
sécurisée. Ces données de cookies de session sont collectées par notre fournisseur People InTouch B.V. I
sera supprimé apres deux (2) heures. Ces cookies sont nécessaires au fonctionnement de SpeakUp®.
Légalement, ces cookies sont exemptés de l'obligation de consentement aux cookies. Par conséquent,
SpeakUp® ne vous demande pas votre autorisation d'utiliser ces cookies mais vous informe de leur
utilisation. Pour plus d'informations, veuillez consulter la politique de cookies de SpeakUp disponible sur la
plateforme.

9 Mises ajour de la Politique de Protection des Données Personnelles

Nous pouvons, de temps a autre, mettre a jour la présente Politique de Protection des Données Personnelles
de Staubli - Dispositif d’alerte. Le cas échéant, nous publierons les modifications. Si des changements
importants sont apportés a cette Politique, nous afficheront un avis sur le site web.

10 Contact

Pour toute question concernant la politique de protection des données personnelles de Staubli - Dispositif
d’alerte, n'hésitez pas a nous contacter a I'adresse suivante : data.privacy@staubli.com.
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