STAUBLI Datenschutzrichtlinie — Whistleblowing

Die STAUBLI Datenschutzrichtlinie — Whistleblowing beinhaltet Informationen dariber, wie STAUBLI
personenbezogene Daten sammelt, speichert und verarbeitet, wenn eine Person einen Bericht im
Whistleblowing-System auf der SpeakUp Website einreicht.

1 Wer ist verantwortlich fur die Verarbeitung personenbezogener Daten?

Die Verantwortliche (,STAUBLI®) fiir die Verarbeitung personenbezogener Daten im Zusammenhang
mit einem Whistleblowing-Report ist die STAUBLI International AG und ihre Konzerngesellschaften,

abhangig von dem Ort, an dem das vermutete Fehlverhalten aufgetreten ist und dem ausgewahlten

Meldekanal fur die Abgabe eines Whistleblowing-Reports. Die bestehenden Kanéale sind wie folgt:

e STAUBLI Gruppe (STAUBLI International AG - fiir alle anderen STAUBLI Einheiten)
e STAUBLI Faverges SAS

e STAUBLI Corporation USA

e STAUBLI Tec-Systems GmbH

e STAUBLI Hangzhou

2 Welche personenbezogenen Daten sammeln wir?

STAUBLI wird personenbezogene Daten, die direkt durch das Whistleblowingsystem und/oder indirekt
wahrend der Untersuchungsphase eingegangen sind, sammeln, speichern und verarbeiten. Die
personenbezogenen Daten, die wir moglicherweise verarbeiten, kdnnen verschiedene Arten
umfassen, einschliesslich:

¢ Identifikationsdaten: wie Ihren Namen (falls Sie sich entscheiden, lhre Identitat offen zu
legen), Standort, Kontaktdaten (E-Mail-Adresse, Telefonnummer) und Daten Uber Dritte,
sofern diese fiir die Meldung relevant sind.

o Berufliche Daten: wie E-Mail-Inhalt, Berufsbezeichnung, Titel, Ebene, Einstellungsdatum und
beruflicher Hintergrund.

e Wirtschaftliche und finanzielle Daten: wie Beteiligungen an einer Unternehmung.

e Soziale Umstande: wie persdnliche Verbindungen zur Erklarung von Interessenkonflikten.

Whistleblower dirfen nur sensible personenbezogene Daten (wie strafrechtliche Verurteilungen,
Gesundheit, politische Meinungen, sexuelle Praferenzen) bereitstellen, wenn sie direkt mit dem
vermuteten Fehlverhalten in Zusammenhang stehen.

3 Warum werden personenbezogene Daten verarbeitet und was ist die rechtliche
Grundlage?

STAUBLI verarbeitet personenbezogene Daten durch das Whistleblowingsystem:

e um die Einhaltung der geltenden Whistleblowing- und Anti-Vergeltungsgesetze und -
vorschriften zu gewahrleisten,

e um Einzelpersonen zu ermoglichen, vermutete oder drohende Verstdsse zu melden und
geeignete Folgemassnahmen zu gewahrleisten,

e um die gemeldeten Tatsachen und Umstande zu bewerten und bei Bedarf Untersuchungen
durchzufuhren,

e um schweres Fehlverhalten zu erkennen und zu bekampfen, das gegen geltende Gesetze,
den STAUBLI Verhaltenskodex oder andere interne Richtlinien verstdsst.


https://staubli.speakup.report/en-GB/SpeakUpatStaubli/home

Die rechtliche Grundlage fir die Verarbeitung ist entweder:

e die Einhaltung gesetzlicher Verpflichtungen. In bestimmten Landern ist STAUBLI verpflichtet,
ein Whistleblowingsystem zu implementieren, das es Einzelpersonen ermdglicht,
besorgniserregendes oder rechtswidriges Verhalten zu melden, wie in unserer Whistleblowing
Policy beschrieben.

e die Wahrung der berechtigten Interessen von STAUBLI. Das Whistleblowingsystem erleichtert
auch die Meldung von schwerem Fehlverhalten, das gegen geltende Gesetze, den STAUBLI
Verhaltenskodex oder andere interne Richtlinien verstosst.

4 Wie lange werden personenbezogene Daten aufbewahrt?

Personenbezogene Daten, die im Zusammenhang mit einem Bericht gesammelt und verarbeitet
werden, werden nur so lange aufbewahrt, wie es fur die Bearbeitung der Untersuchung notwendig ist.

Wenn nach einem Bericht, der in den Geltungsbereich des Systems fallt, keine Massnahmen ergriffen
werden, werden die entsprechenden Daten fiir einen Zeitraum von 6 Jahren nach Abschluss des
Uberpriifungsprozesses aufbewahrt.

Wenn gegen die betroffene Person oder die meldende Person eines bdswilligen Berichts Disziplinar-
oder Gerichtsverfahren eingeleitet werden, werden die personenbezogenen Daten in Bezug auf den
Bericht bis zum Abschluss der Verfahren oder zum Ablauf der Berufungsfrist aufbewahrt.

Personenbezogene Daten kdnnen fur einen langeren Zeitraum in der Zwischenarchivierung
aufbewahrt werden, wenn der/die Datenverwaltende gesetzlich dazu verpflichtet ist oder
Beweismaterial im Falle von Rechtsstreitigkeiten aufbewahren mdchte, innerhalb der geltenden
Verjahrungs- oder Ausschlussfrist.

5 Mit wem teilen wir personenbezogene Daten?

Empfagende personenbezogener Daten sind die internen Teams, die fir den Empfang der Berichte
und/oder die Durchfiihrung der Untersuchungen zustandig sind. Personenbezogene Daten kdnnen
auch mit externen Beratenden geteilt werden.

Zusatzlich kénnen personenbezogene Daten auch an die zustandigen Behdrden Ubertragen werden,
auf deren Anfrage oder zur Einhaltung anderer rechtlicher Verpflichtungen, denen STAUBLI unterliegt.

Das Managementsystem fiir unser Whistleblowingsystem ist innerhalb der Europaischen Union
gehostet.

6 lhre Rechte

Gemass der geltenden Datenschutzgesetzgebung haben Sie das Recht, auf Ihre personenbezogenen
Daten zuzugreifen, diese zu berichtigen oder zu aktualisieren. In einigen Fallen haben Sie das Recht,
die Léschung lhrer personenbezogenen Daten oder die Einschréankung ihrer Verwendung zu
beantragen.

Um lhre Anfrage zu bearbeiten, miissen Sie die erforderlichen Angaben zur Identifizierung und den
Zweck |hrer Anfrage an data.privacy@staubli.com senden. Sie haben das Recht, bei der zustandigen
Aufsichtsbehdrde fur den Schutz personenbezogener Daten Beschwerde einzulegen.

7 Sicherheit und Vertraulichkeit

STAUBLI verpflichtet sich, Ihre personenbezogenen Daten zu schiitzen und ihre Qualitat, Integritat
und Vertraulichkeit zu wahren. STAUBLI erméglicht daher den Zugriff auf Ihre personenbezogenen



Daten ausschliesslich den Mitarbeitenden (oder externen Beratenden), die diese im Rahmen ihrer
Rolle konsultieren missen. Diese Mitarbeitenden unterliegen Vertraulichkeitsvereinbarungen in Bezug
auf verarbeitete personenbezogene Daten und sind sich der Risiken und Verpflichtungen im
Zusammenhang mit der Verarbeitung personenbezogener Daten bewusst. Staubli hat ausserdem
physische, elektronische und administrative SchutzmaRnahmen implementiert, um Ihre personlichen
Daten zu schitzen.

8 Cookies

Bei der Nutzung der SpeakUp®-Website werden Session Cookies verwendet, um eine sichere
Kommunikation zu erméglichen. Diese Session Cookies werden von unserem Anbieter People
InTouch B.V. erfasst und nach zwei (2) Stunden geldscht. Fir die Funktion von SpeakUp® sind diese
Cookies notwendig. Rechtlich sind diese Cookies von der Zustimmungspflicht fir Cookies befreit.
Daher fragt SpeakUp® nicht nach Ihrer Erlaubnis zur Verwendung dieser Cookies, informiert Sie aber
Uber ihre Nutzung. Fir weitere Informationen konsultieren Sie bitte die Cookie-Richtlinie von SpeakUp
auf der Plattform.

9 Aktualisierungen der Datenschutzrichtlinie

Von Zeit zu Zeit kdnnen wir diese STAUBLI Datenschutzrichtlinie — Whistleblowing aktualisieren.
Wenn wir dies tun, werden wir die Anderungen verdffentlichen. Wenn wesentliche Anderungen an
dieser Richtlinie vorgenommen werden, werden wir Sie durch einen gut sichtbaren Hinweis auf der
Website benachrichtigen.

10 Kontakt

Bei Fragen zur STAUBLI Datenschutzrichtlinie — Whistleblowing zdgern Sie bitte nicht, uns zu
kontaktieren: data.privacy@staubli.com.



